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By 2021, 75+% of midsize and large organizations will have adopted 
a multi-cloud and/or hybrid IT strategy.

By 2022, 90% of business innovation will rely on public cloud services.1

Loss or theft of 
intellectual property

Compliance violations 
and regulatory actions

Loss of control over 
end user actions

Malware infections that 
halt business processes

Contractual breaches with 
customers or business partners

Diminished customer trust

Data breach requiring disclosure 
and notification to victims

Increased customer churn Revenue losses

FOLLOW THESE KEY STEPS TO MINIMIZE RISKS 
AND PROTECT YOUR VALUE

Our services help clients understand, address and actively manage the risks they face to successfully 
operate their business in a secure cloud. We assess, design and implement security solutions to 
reduce exposure and communicate effectiveness to stakeholders at the management and executive 
levels. Stay ahead of the (cloud) curve with Protiviti.

Sources: 1Gartner, Predicts 2019: Increasing Reliance on Cloud Computing Transforms IT and Business Practices
2https://www.skyhighnetworks.com/cloud-security-blog/9-cloud-computing-security-risks-every-company-faces/
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KEEPING UP WITH 
THE CLOUD

Understand the business processes that use cloud

Understand the types of data and their locations within the cloud

Conduct threat modeling to identify key controls and processes

Integrate security early on in your systems development lifecycle

Leverage cloud capabilities to automate control enforcement and remediations

Implement appropriate controls and supporting governance

BY ADOPTING CLOUD STRATEGIES, YOUR ORGANIZATION 
FACES SECURITY RISKS2

 

https://www.protiviti.com/US-en/technology-consulting/cloud-solutions

